
COPYRIGHT INFRINGEMENT 

“As a general matter, copyright infringement occurs when a copyrighted work is 

reproduced, distributed, performed, publicly displayed, or made into a derivative work 

without the permission of the copyright owner.” 

(http://www.copyright.gov/help/faq/faq-definitions.html) 

Copyright infringement includes downloading and reproducing CDs or DVDs for 

commercial distribution, removing notice of copyright or distribution of any article 

with copyright notice removed. There are federal laws that protect copyrighted 

materials from unauthorized use or distribution. Federal penalties associated with 

copyright infringements may be either civil or criminal. Under a civil lawsuit the 

copyright owner may file (1) to recover actual damages and additional profits, costs 

and attorney fees or (2) statutory damages for all infringements, which can be as high 

as $150,000. Under the “No Electronic Theft (NET) Act,” criminal penalties for 

unauthorized software duplication can result in being fined up to $250,000 or up to 

five years in prison even when there is no monetary gain. Individuals who are found 

to be guilty of “peer-to-peer file sharing” may be subject to prosecution as a criminal. 

Sharing copyrighted materials without a license (e.g., P2P file sharing which is often 

automatically shared) is against the law and also prohibited under this policy and 

subject to discipline. Copyright abuse can subject both the user and The College to 

legal sanctions. Federal law requires The College to take action when it is notified that 

someone on its network is distributing copyrighted materials. The College will not 

protect any individual users, faculty, staff or students who distribute copyrighted 

material without license. Additionally, repeat infringements of copyright by a user can 

result in termination of the user's access to College systems and networks. 

Authorized representatives of The College may monitor the use of the electronic 

communication systems to ensure that use is consistent with educational needs; they 

may also override all passwords or security codes when deemed necessary. 

· The College may from time to time, as it deems necessary in the ordinary course of 

business, monitor students’ use of the electronic communication systems. 

· No users of The College’s electronic communications systems shall use such 

systems to violate or infringe upon the copyright of any third party. 

· The equipment, services, and technology provided to access the Internet or other 

electronic communication devices remain at all times the property of The College. 

The unauthorized use, installation, copying, or distribution of copyrighted, 

trademarked, or patented material on the Internet is expressly prohibited. 



All electronic communications are part of The College’s records and, as such, may be 

disclosed without The College’s permission. Therefore, students should not assume 

that any communication is “private,” even if the student designates the message as 

such. 

Students are responsible for safeguarding their log-on and other passwords or security 

codes. They may not share these codes with any third party or with another student. 

The College of Westchester makes no warranties of any kind, whether expressed or 

implied, for the information systems and communications services it is providing, and 

will not be responsible for any damages users suffer including loss of data. 

All parties who use The College’s electronic communication systems are deemed to 

have accepted this policy and are required to comply with it. Any student who violates 

this policy or uses the computer, 

other electronic, or telephone systems for improper purposes shall be subject to 

discipline, up to and including termination. Students are responsible for reporting any 

violations of this policy to the Director of Administration. 

 


